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Abstract—In this paper, the effect of cochanneled Bluetooth
(BT) piconets on a carrier-sense multiple-access (CSMA)-based
wireless local area network (WLAN) is investigated. Specifically,
the p-persistent CSMA protocol is considered for WLANs, and
the probability of error of a WLAN packet is calculated in the
presence of interfering BT packets of different lengths and vari-
able piconet traffic loads and as a function of the BT’s frequency-
hopping guard time. The probability derivation is then used in
conjunction with the p-persistent CSMA throughput and delay
formulations to examine its net performance in the presence of
BT interference. Simulations have been used to corroborate the
analytical results, which indicate that the presence of just one fully
loaded interfering BT piconet reduces the peak CSMA throughput
by 42%. Furthermore, we show that under fully loaded BT traffic
conditions, the effect of more shorter BT packet transmissions
on the CSMA delay performance can outweigh the interference
impact of a higher number of BT piconets with longer packet
transmissions.

Index Terms—Bluetooth (BT), carrier-sense multiple access
(CSMA), interference, packet radio networks (PRNs), perfor-
mance evaluation.

I. INTRODUCTION AND PROBLEM STATEMENT

THE demand for packet data services in conjunction with
wireless mobility is experiencing a gradual increase. One

of the offsprings of this “mobility and data services” union
is the emergence of different packet radio technologies con-
currently operating in unlicensed frequency bands [1]. This
ignites the core issue of mutual interference in collocated
packet radio networks (PRNs): a research concern that has
rigorously been studied in the literature [2]–[7]. The existing
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research indicates that the mutual interference issue needs to
comprehensively be addressed before simultaneously operating
PRNs could optimally and efficiently be used together. As an
example, the coexistence issue of Bluetooth (BT) and IEEE
802.11 wireless local area networks (WLANs) in the 2.4-GHz
industrial, scientific, and medical (ISM) band has garnered
significant interest from the research community, ranging from
concrete interference characterization to advanced interference-
mitigation solutions [8]–[13].

The coexistence of PRNs and the associated interference
characterization pose challenging research problems from dif-
ferent perspectives. First, the choice of a performance evalua-
tion method (simulation, analytical, or empirical) to study the
interference in collocated PRNs is partially dependent on the
similarities between the PRN protocols and the associated net-
work characteristics (topology, transmission power, modulation
schemes, packet structures, application characteristics, etc.).
Generally, the complexity of performance evaluation for such
environments increases when PRNs of heterogeneous radio
characteristics are present, which makes computer-simulation
techniques a preferred methodology. Analytical treatments,
however, can readily provide first-order performance approxi-
mations in interference-affected scenarios but are more difficult
to formulate when incorporating a diverse range of parameters
in closed form [14], [15].

There are further interesting issues to consider within the
wireless networks coexistence domain. For instance, if we
assume a case of two mutually interfering PRNs located at some
distance from each other and comparable channel gains, the net-
work with low transmission power values generally experiences
more interference from the interferer network with relatively
higher transmit power [16]. This happens because high-energy
interfering signals exhibit extremely low signal-to-interference-
plus-noise ratio values at the desired receiver and, in effect,
render the capture of the desired packets impossible. As an
example, by considering the interference scenario of a BT pi-
conet and an IEEE 802.11b WLAN and assuming fully loaded
conditions in both networks, the BT piconet will suffer substan-
tially more due to the high transmission power of WLAN, i.e.,
100 mW compared with 1 mW of BT [17]. However, an in-
creased population of low-powered BT personal area networks
(PANs) can generate substantial interference. This is further
augmented by the fact that BT is primarily intended to be used
in the PAN domain, and there is a high possibility of more
than one BT piconet operating in a single WLAN vicinity. A
high density of BT devices [using frequency-hopping spread
spectrum (FHSS)] results in an increased usage of the ISM
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band and thus causes a very high probability of frequency over-
lapping between the two networks. For instance, the occupied
bandwidth for IEEE 802.11b direct-sequence spread-spectrum
(DSSS)-based WLAN is 22 MHz, and by considering uniform
hopping of a single BT piconet in the 79 available channels
(1 MHz wide each), the probability that the BT does not hop on
to the WLAN channel is (1−22/79) = 57/79 = 0.72152. The
presence of just one more independently operating BT piconet
reduces this probability to (57/79)2 = 0.52059: a reduction
in the probability of no frequency overlapping by a factor of
approximately 28%.

Apart from the number of collocated devices, the traffic
patterns of interfering networks can also cause variable in-
terference effects. The traffic models are in turn dependent
on the type of application used. Low-cost and low-powered
wireless PANs, akin to BT piconets, offer a diverse range of
services and applications to the end user, such as wireless
earphones, keyboards, and short-range time-bounded informa-
tion exchange. Such diversity in the nature of applications
draws an interesting effect on the mutual interference issue.
Applications that require continuous transmission of packets,
such as real-time data communications supported by syn-
chronous connection-oriented (SCO) links in BT, may cause
large instantaneous interference to an intended receiver. On
the other hand, applications carrying bursty traffic, such as
that handled by asynchronous connectionless (ACL) links, may
appear less harmful. However, an interesting observation is
that the packets transmitted over SCO links in BT are never
retransmitted. ACL links, on the contrary, may request retrans-
missions of corrupted packets, which could result in signifi-
cant traffic generation (high interference) in highly populated
spectrum conditions. Therefore, the nature of usage and the
range of applications belonging to an interfering network can
greatly influence a successful packet reception in the victim
network.

II. RELATED WORK AND OUR CONTRIBUTIONS

Of the various radio access technologies, the mutual inter-
ference between BT and IEEE-802.11-based WLANs in the
2.4-GHz ISM band has attracted the greatest attention. The
foremost reason for this research direction is the popularity of
the two PRNs, which are being used and extensively deployed
together (in millions) in a large number of countries around the
world. In the following, we review the existing literature on
the mutual interference scenario of BT and IEEE-802.11-based
WLANs.

Generally, the research presented in [8], [10], and [18]–[24]
mostly relies on simulation frameworks or measured experi-
mental results to study the coexistence between the two wireless
systems. Punnoose et al. [8] rely on measurement results to
evaluate the performance of an interfered BT link. In [10], the
effect of mutual interference on both BT and IEEE 802.11b
links is investigated, and measurements are also taken to val-
idate the simulation results. In [18], simulation results are
presented at bit level, highlighting the effect of IEEE 802.11b
on BT. The authors present results from a coexistence testbed in
[19] and [20], where the main aim is to validate the simulation

models using measurements from a real-life testbed. The BT
packet error probability due to IEEE 802.11b interference is
given in [21] using a basic Physical (PHY) layer analytical
model. The work reported in [22] and [23] presents a simulation
environment for modeling IEEE 802.11 and BT interference
based on detailed PHY layer and medium access control (MAC)
layer models. Other papers, e.g., [11] and [25], propose coexis-
tence mechanisms using different traffic-scheduling techniques
that mitigate the interference between BT and IEEE 802.11b
WLANs.

Analytical treatments on the BT-802.11 interference issue
have been well presented in [3], [12]–[14], and [26]. In [3],
Howitt gives a closed-form solution for the probability of
packet collision using a lognormal shadowing radio propaga-
tion model and considering adjacent band interference. How-
ever, only single-slot BT packets are considered in the analysis.
The same author in [12] analytically examines the impact that
an 802.11b network has on BT performance. The approach
is based on empirical results to develop the analytical model
under varying interference scenarios. The key assumptions in
the analysis are single-slot BT packets and the consideration
of a mean delay period between 802.11b packet transmissions.
An integrated coexistence analytical model is given in [13],
entailing various PHY and MAC aspects. However, the authors
focus on a more combined approach and do not incorporate
the probability of time coincidence between overlapping pack-
ets and the BT frequency-hopping guard time, which have a
serious effect on the packet error rate. In [9], Ashraf et al.
study the interference effect of a p-persistent carrier-sense
multiple-access/collision-avoidance (CSMA/CA) protocol on a
BT piconet’s throughput using a detailed CSMA model; but the
opposite scenario of BT’s interference on CSMA is not given
any attention. More recently, in [14], Stranne et al. have pro-
posed an energy-based interference analysis of heterogeneous
PRNs and explored BT and IEEE 802.11b throughput behavior
as an example. The work in [14] takes into account the basic
path-loss model and adjacent channel interference; however, it
is assumed that no intrasystem interference exists. From the
CSMA-based WLAN point of view, this assumption implies
that the packets are not lost due to channel contention between
the CSMA users, which does not hold true particularly in high-
traffic conditions.

Our Contributions: The emphasis of this paper resides on
the performance evaluation of a p-persistent CSMA protocol
under the effect of cochannel interference. The p-persistent
protocol involves a probabilistic mechanism to avert collisions
between the contending CSMA nodes and can closely model
the behavior of the IEEE 802.11 MAC protocol (see [27]–[29]
for detailed discussions), which makes it a justified choice for
our study. Furthermore, models developed for the p-persistent
case can greatly aid in the analysis of more complex CSMA
flavors. The p-persistent case presents the baseline for the
CSMA family of MAC protocols. Enhancements to the model
include the exchange of control information, such as request-
to-send/clear-to-send packets, to improve system performance
[30]. However, the analytical modeling generally entails the
treatment of simpler CSMA models first before incorporating
the characteristics of more complex models.
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The main contributions of this paper are summarized as
follows.

1) First, and as reflected from Section II, the related work
in the literature fails to address a thorough examination
of the CSMA MAC in the presence of interference from
a collocated PRN. CSMA parameters had partially been
integrated in the already existing analyses, either by
assuming averaged quantities or by quantifying values
from empirical results of specific scenarios. Our research
stands apart from this prior work in that it explicitly
studies the CSMA performance by developing a com-
prehensive model for its channel throughput and end-to-
end delay characteristics in the presence of interfering BT
piconets.

From another standpoint, our work delivers insights in
the performance of higher layers in interference-affected
PRNs. It is important to understand this phenomenon
as packet collisions at the PHY layer may lead to poor
scheduling patterns at the MAC layer, which can subse-
quently limit the interference-mitigation opportunities at
the transport layer [31].

2) Second, we formulate the probability of success for a
WLAN1 packet in the presence of both internal (from
contending WLAN users) and external interference (from
BT piconets). Specifically, we derive it as a function of
WLAN and BT offered traffic loads, WLAN and BT
packet lengths, BT frequency-hopping guard time, and
the number of interfering BT piconets. Although our
work adopts certain PHY layer specifications from IEEE
802.11b and BT to facilitate the plotting of results, the
rationale behind the model is its generic nature, which
makes it adaptable to parameter settings from PRNs with
similar characteristics.

It is important to mention that the analysis presented here-
after does not include transmit power levels and the associated
channel modeling. Incorporating the channel model delivers a
more realistic behavior of the system and expectedly increases
the complexity of the analysis. However, in the context of
heterogeneous PRNs, it is always of interest (and generally
difficult) to develop models that can entail diverse character-
istics of the involved networks. Our model comprehensively
characterizes the CSMA’s behavior in the presence of multiple
independently operating BT piconets in dependency of a num-
ber of variable parameters belonging to both WLAN and BT.
As such, in the absence of the capture model, it presents the
lower bounds on CSMA performance.

The rest of this paper is organized as follows: The underlying
coexistence model and its analysis is presented in Section III,
wherein we formulate the probability of success of a CSMA
packet in the presence of BT interference, i.e., PS

BT. It is
then used in conjunction with the p-persistent CSMA channel
access model to derive its throughput and delay performance
in the presence of BT interference in Sections IV and V,
respectively, along with the corresponding numerical results.

1As our WLAN is based on CSMA MAC, we interchangeably use the terms
“CSMA” and “WLAN.”

Fig. 1. Network topology of spatially overlapped BT piconets and WLAN
stations within a WLAN’s coverage area. The WLAN’s topology could be
infrastructure based (as shown) or based on the ad hoc mode.

Finally, conclusions vis-a-vis the research in this paper are
drawn in Section VI.

III. COEXISTENCE ANALYSIS

A. Interference Model

The interference model is shown in Fig. 1, where a number
of BT piconets exist within the radio coverage area of a WLAN.
A slotted p-persistent CSMA model is adopted for WLAN
stations contending for the channel toward a common receiver,
be it in the centralized mode toward an AP or in the ad hoc
mode toward another WLAN station. The WLAN consists
of M number of users and operates over a varying range
of offered load conditions. To portray a relatively worst-case
scenario, we assume that the WLAN employs a clear channel
assessment (CCA) procedure that is only able to sense other
WLAN signals, i.e., any interfering BT signal is not interpreted
as occupying the channel. Practically, this is a valid assumption,
particularly if CCA Modes 2, 3, 4, or 5 are used from the
IEEE 802.11b standard [32], [33]. Furthermore, it is assumed
that all coexisting networks independently operate, and no
means of coordination exists between them. This is typically
the operational scenario of coexistence between multiple PRNs,
particularly those that are heterogeneous in nature.

The number of collocated BT piconets is denoted by N , and
the same traffic load is considered in each BT piconet to make
the analysis tractable. BT employs FHSS, and we assume that
each BT piconet adopts a uniformly distributed hopping pattern
over the 79 available frequency channels (1 MHz wide each).
This assumption is generally used to simplify the analysis
[34]–[36]; however, tighter bounds on the packet error rate can
be achieved by modeling short-term frequency dependencies in
the BT hop sequence [37].
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Fig. 2. Data frame format from the IEEE 802.11b specifications [33].

Furthermore, we have not included power control, i.e., the
ability of the terminals to control their transmit and hence
generated interference power, nor have we incorporated capture
effects, i.e., the ability to receive a packet although interfered
because the received power is sufficiently high compared with
the aggregate interference power. This clearly constitutes a
worst-case scenario and suffices to concentrate on the core of
this paper, which is the interplay of a large number of integrated
BT and WLAN system parameters. Note that the inclusion
of both power control and capture effect into our analysis is
possible but unnecessarily clutters the exposure.

Definition: The WLAN packet is corrupted if two or more
users within the WLAN simultaneously transmit or if a single
WLAN packet transmission is overlapped in both time and
frequency by one or more BT packets from any of the N col-
located piconets.

We represent the probability of success (no time and fre-
quency overlapping) of a WLAN packet in the presence of a
single BT piconet by PS

BT. Next, we proceed to calculate PS
BT

and use it to evaluate the throughput and delay of CSMA/CA in
the presence of BT interference.

B. Interference Analysis

Our interference analysis is based on the approach used in
[4] and [26]. Specifically, we use the following notations in the
derivation of PS2

BT (see also Fig. 3):
1) TW : length (in time units) of the PHY layer WLAN

packet. To consider realistic values for packet lengths
and associated data rates, we follow the data frame
format specifications in [33] and further exemplified in
Fig. 2. As shown, the size of the PHY layer packet
varies from 58 to 2370 B. Furthermore, the entire PHY
layer Header and Preamble of 24 B are transmitted using
the basic data rate of 1 Mb/s, which takes 192 μs. As
an example, for a PHY layer WLAN packet size of
1400 B, the MAC protocol data unit (MPDU) consists
of 1400−24=1376 B, which, at a transmission rate of
11 Mb/s, requires ((1376×8)/(11×106))=1000.73 μs.
The total transmission time of the PHY layer WLAN
packet thus equates to TW = 192 + 1000.73 ≈ 1193 μs;

2) TBT: length of the BT slot, i.e., TBT = 625 μs [38];
3) TBT,i: length of an i-slot BT packet, i = 1, 3, and 5, given

as TBT,i = i × TBT;
4) NW : number of BT slots (of length TBT) partially or fully

occupied by the WLAN packet of length TW , i.e., NW =
�TW /TBT�, where �·� represents the ceil function;

Fig. 3. Graphical description for the set of notations used in the analysis.

5) r: frequency-hopping guard time in BT packets normal-
ized to the BT slot length. According to the BT specifica-
tions [38], the value of r is equal to 259/625, 253/625,
and 255/625 for one-, three-, and five-slot packets, re-
spectively. Without loss of generality, we assume a single
value of r, i.e., r = 259/625 = 0.4144 [4];

6) γ: If the WLAN packet is not an exact multiple of the
BT slot length, then γ represents the residual part of
the WLAN packet normalized to the BT slot length, i.e.,
γ = TW − (NW − 1)TBT/TBT. For example, for TW =
1193 μs, NW = 2, and γ = 0.9088.

Let us consider a single coexisting BT piconet Y , which is
the unique source of external interference to ongoing packet
transmissions within the WLAN. The BT nodes in piconet Y
can transmit either one-, three-, or five-slot (DH1, DH3, or
DH5) packet. For multislot BT packets, we associate arrival
probabilities to each of the constituent slots to cater to the
fact that the transmissions of WLAN and BT packets are
completely unsynchronized. This means that the WLAN packet
can start at any instance during an ongoing BT transmission
(see Fig. 6), e.g., it could start during the second slot of a DH3
transmission or the fourth slot of a DH5 packet. We denote
the arrival probabilities for each of the one-, three-, and five-
slot packets as ρ1, ρ3, and ρ5, respectively. The BT piconet’s
time used in activities other than the data traffic or the idle
time is modeled by assuming a single-slot empty packet with
probability ρ0 such that ρ0 = 1 − (ρ1 + ρ3 + ρ5). Letting φ
be the set defined for different BT packet types such that φ =
{0, 1, 3, 5}, then the arrival probabilities of the constituent slots
for each of the packet types can be represented by ρi,j , where
i ∈ φ, and j ∈ [1,max(1, i)]. Here, the subscript i represents
the BT packet type, and j denotes the position of the slot within
the packet. Moreover, (ρ0,1 = ρ0), (ρ1,1 = ρ1), (ρ3,1 = ρ3,2 =
ρ3,3 = ρ3/3), and (ρ5,1 = ρ5,2 = ρ5,3 = ρ5,4 = ρ5,5 = ρ5/5).
We also define σi,j to be the number of slots in an i-slot
packet that follow the beginning of the slot position j such
that σi,j = 1 for i = 0 and σi,j = i − j + 1 for i > 0. As an
example, σ0,1 = σ1,1 = 1, σ3,2 = 2, and σ5,3 = 3.

Furthermore, considering that an ongoing WLAN packet
transmission uses ξW = 22 MHz of the ISM band, the
probability that piconet Y chooses a frequency from the
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Fig. 4. Temporal overlapping of simultaneously transmitted WLAN and BT packets for the case (TW > TBT) and (r ≤ γ). Note that r and γ are normalized
to TBT.

79 available channels other than the 22 MHz is P0 = (1 −
22/79) = 57/79. Given P0 and the fact that two successive BT
packets are transmitted on a different frequency, the probability
for the next BT packet to use a frequency other than the 22 MHz
used by WLAN is P̃0 = (1 − 22/78) = 56/78.

To aid in the formulation of PS
BT, let us consider the packet

collision example shown in Fig. 4, which illustrates temporal
overlapping patterns of the given WLAN packet and different
BT slots. We note that the WLAN packet is successful if it
survives the interference from the first interfering BT packet
and all the subsequent packets. We formulate the success proba-
bility under the interference from the first BT packet and denote
it by f , whereas the success probability under the interference
caused by all later BT slots is denoted by β. The calculation
of these probabilities is directly linked to the offset of the first
occurring BT slot boundary from the start of the WLAN packet,
which is expressed as TOFF and follows a continuous uniform
distribution such that TOFF ∈ U(0, 1].

To explain the dependence of f on TOFF, recall the
frequency-hopping guard time r of a BT packet, during which
there is no data transmission. If TOFF ≤ r, and the first oc-
curring BT slot is the last slot of a BT packet (i = j), then
the overlapping portion of the interfering packet is empty and
does not interfere with the WLAN packet. On the other hand,
if TOFF > r, then the ongoing BT transmission interferes with
the WLAN packet with probability P0. We denote the WLAN’s
packet success probability in the former case by f̃ and in the
latter by f̂ . The corresponding expressions are given as

f̃(i, j) =
{

1, if i = j or i = 0
P0, otherwise

(1)

f̂(i, j) =
{

1, if i = 0
P0, otherwise.

(2)

The derivation of β follows a different approach in that it
uses a recursive formulation to identify how many BT packets
(of any allowed size) can fit in a given number of BT slots and

Fig. 5. Dependence of f and β on the length of TOFF for (a) r ≤ γ and
(b) r > γ.

their corresponding probability of interfering with the WLAN
packet. The formulation of β is given as follows for m > 0:

β(m) =
ρ0

ρ0 + ρ1 + ρ3 + ρ5
· β(m − σ0,1)

+
ρ1

ρ0 + ρ1 + ρ3 + ρ5
· P̃0 · β(m − σ1,1)

+
ρ3

ρ0 + ρ1 + ρ3 + ρ5
· P̃0 · β(m − σ3,1)

+
ρ5

ρ0 + ρ1 + ρ3 + ρ5
· P̃0 · β(m − σ5,1) (3)

where β(m) = 1 for m ≤ 0. The offset duration TOFF deter-
mines the total number of BT slots fully or partially overlapping
with the WLAN packet, which is NW + 1 if TOFF < γ, and
NW otherwise. The number of slots that needs to be considered
for the calculation of β is that previously mentioned, less the
remaining slots from the ongoing BT packet given by σi,j .



ASHRAF et al.: IMPACT OF INTERFERING BLUETOOTH PICONETS ON p-PERSISTENT CSMA-BASED WLAN 4967

Fig. 6. Examples of success probability calculations for different WLAN
packet lengths.

Summarizing the foregoing results and combining the depen-
dencies of r and γ on TOFF, we get Fig. 5(a) and (b) for both
(r ≤ γ) and (r > γ), respectively, which dictate the different
parts of the PS

BT formulation in (4), shown at the bottom of
the page.

By including the arrival probabilities ρi,j , i ∈ φ and j =
1, . . . ,max(1, i) in (4), we consider that each of the BT slots
can first overlap with the WLAN packet. The probability
functions f̃(i, j) and f̂(i, j) defined in (1) and (2) give the
probability that the first packet of piconet Y does not interfere
with the WLAN packet. The recursive function β(m) takes into
account the success of the remaining portion of the WLAN
packet by including the possibility of occurrence of all BT
packet types.

As an example, Fig. 6(a) illustrates the packet collisions
between a WLAN packet and multiple BT packets transmitted
from the piconet Y . We observe that the WLAN packet occu-
pies two BT slot lengths, i.e., NW = 2, and γ > r. The first in-
terfering BT slot belongs to a dummy packet, which ends during
the first r portion of the WLAN packet (TOFF < r). Thus, the
success probability of the first part of the WLAN packet (up un-
til the end of dummy packet) becomes f̃(0, 1) = 1. The success
of the remaining portion of the WLAN packet is characterized
by the probability function β(2). The total success probability
of the WLAN packet is thus given as r · ρ0,1 · f̃(0, 1) · β(2).
Fig. 6(b) shows another example, where NW = 4, and γ < r.

Fig. 7. Channel model for slotted p-persistent CSMA [39]. Small upward
arrows indicate the generation of packets by users.

The first interfering slot from Y is the second slot of a DH3
packet, and it ends during the (1 − r) portion of the WLAN
packet (TOFF > r). The success probability from the beginning
of WLAN packet up until the end of the third slot of DH3 packet
thus becomes f̂(3, 2) = P0. For the remaining part, the success
probability is equal to β(2). The final success probability is
therefore given as (1 − r) · ρ3,2 · f̃(3, 2) · β(2).

Equation (4) gives the probability of success for a WLAN
packet of length TW in the presence of a single interfering
piconet Y . In the presence of N independent and identically
distributed (i.i.d.) BT piconets, the probability of both time and
frequency overlapping is given as PC

BT = 1 − (S
BT)N . Further-

more, (4) can easily be extended for any packet length distri-
bution of the interfering FHSS system (apart from the one-slot,
three-slot and five-slot BT packets considered here) by modi-
fying the interfering packet type set φ and the corresponding
arrival probabilities ρi and adjusting σi,j to reflect new packet
lengths.

IV. CARRIER-SENSE MULTIPLE-ACCESS/
COLLISION-AVOIDANCE THROUGHPUT PERFORMANCE

In this section, we derive the throughput of a slotted
p-persistent CSMA in the presence of interference from N
interfering BT piconets. As the throughput derivation is largely
based on [39], we assume that the reader is well aware of the
slotted p-persistent CSMA model presented therein. Therefore,
we intentionally ignore rewriting all equations and only list the
most relevant equations.

We start by recalling the Renewal-Theory-based slotted
p-persistent CSMA channel model originally presented in [39]
and shown in Fig. 7. In slotted CSMA, the time is slotted with
slot size a, and all CSMA users are assumed to be synchronized
to start transmission at slot boundaries. A slight difference in
the model presented in this paper is the assumption of negligible

PS
BT =

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

∑
i∈φ

max(1,i)∑
j=1

{
r ·

[
ρi,j · f̃(i, j) · β(NW − σi,j + 1)

]
+ (γ − r) ·

[
ρi,j · f̂(i, j) · β(NW − σi,j + 1)

]
+(1 − γ) ·

[
ρi,j · f̂(i, j) · β(NW − σi,j)

]}
, r ≤ γ

∑
i∈φ

max(1,i)∑
j=1

{
γ ·

[
ρi,j · f̃(i, j) · β(NW − σi,j + 1)

]
+ (r − γ) ·

[
ρi,j · f̃(i, j) · β(NW − σi,j)

]
+(1 − r) ·

[
ρi,j · f̂(i, j) · β(NW − σi,j)

]}
, otherwise

(4)
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signal propagation delay, which was assumed to be of length
a in [39]. To analyze the throughput, we use the same set of
notations as explained in [39]. For ease of use in this section,
we recall some notations:

1) M : number of CSMA users2 contending for the wireless
medium;

2) a: slot length (in time units) for the slotted CSMA
model. From IEEE 802.11b [33], it is defined as a
SlotTime with a value of 20 μs. It is different from
the channel partitioning (of length 625 μs) in the
BT PHY link;

3) TW,N : number of slots occupied by the WLAN packet of
length TW , i.e., TW,N = �TW /a�, where the ceil function
�·� is used to include partially occupied slots;

4) g: probability of a terminal to generate a packet during
one slot length a; thereby referred to as the ready termi-
nal. The value of g is considered to be the same for all
users;

5) p: probability of a ready terminal to transmit a packet. The
value of p is also assumed to be the same for all users;

6) N0: number of CSMA users that are ready at the end of a
packet-accumulation time (X);

7) D: delay in between consecutive transmissions (success-
ful or not) due to the users contending for the channel;

8) Nk: number of CSMA users that are ready until the kth
slot of the delay period D;

9) B: channel busy period (in time units) in which there is
a transmission (successful or not) or at least one of the
M terminals has a packet ready to be transmitted. As
shown in Fig. 7, the channel busy period is divided into
several sub(busy)periods such that jth sub(busy)period
B(j) consists of transmission delay D(j) followed by
transmission time T (j);

10) I: channel idle period in which no CSMA packets are
awaiting transmission. The idle period starts if no packets
are generated in the packet accumulation time of the
last sub(busy)period. The expected value is derived as
Ī = a/(1 − (1 − g)M );

11) U : time spent for successful transmissions in a busy
period B;

12) J : total number of sub(busy)periods in a busy period B.
Its average is given by J = 1/(1 − g)(TW,N )M ;

13) superscript numbering for the channel states, such as
D(1) or U (2), refers to the value in the corresponding
sub(busy)period. For instance, D(1) refers to the delay
in the first sub(busy)period, whereas U (2) refers to the
useful transmission time in the second sub(busy)period.
As explained in [39], the first sub(busy)period starts after
a packet accumulation time of X = 1 slot, whereas the
rest of the sub(busy)periods are i.i.d. and have a packet
accumulation time of X = TW,N slots.

Based on the foregoing definitions and in the absence of any
external interfering source, the CSMA channel throughput S is
given by the ratio U/B + I [39]. In the presence of interference

2We interchangeably use the terms “user,” “node,” and “terminal.”

from N i.i.d. BT piconets and keeping in mind the definition of
packet error, the CSMA throughput is expressed as

S =
U

B + I
· (1 − PC

BT) =
U

B + I
· (PS

BT)N (5)

where the average useful (U), busy (B), and idle (I) times for a
slotted p-persistent CSMA have been calculated in [39]. For the
difference in assumption of negligible signal propagation delay,
these are formulated as under

U =
pMTW

(1 − g)(TW,N )M

∞∑
k=0

{
(1 − p)k − (1 − g)(TW,N )

·
[
(p(1 − p)k − g(1 − g)k

p − g

] }

·
{

(1 − p)k+1 − p(1 − g)(TW,N )

×
[
(1 − p)k+1 − (1 − g)k+1

p − g

] }M−1

. (6)

B + I = D(1) + TW +
[
(1 − g)(TW,N )M − 1

]
·
(
D(2) + TW

)
+ I

=
TW

(1 − g)(TW,N )M
+

a

(1 − g)(TW,N )M

·
∞∑

k=1

{
(1 − p)k − p(1 − g)(TW,N )

·
[
(1 − p)k − (1 − g)k

p − g

] }M

. (7)

Note that (5) explicitly assumes that each WLAN packet
is independently interfered with BT transmissions, i.e., the
distribution of interfering BT packets as seen by each WLAN
packet is i.i.d. The assumption is adopted to make the analysis
tractable; in reality, however, the distribution of the interfering
BT packets on successive WLAN packets is not totally inde-
pendent and depends on factors, such as the channel access
delays in between CSMA transmissions and the relative packet
lengths of the WLAN and BT packets. Such dependencies
are extremely difficult to include in the analytical model, and
we show in the next section that our assumption generates a
marginal deviation from the simulation results.

A. Numerical Results

Numerical results for the derived CSMA/CA throughput are
presented in this section. We performed Monte Carlo simula-
tions in C++ to verify the accuracy of the model. Computer
simulations follow the same network setup as described in the
aforementioned analytical model. Table I contains definitions
and values for the parameters used throughout this paper.
For CSMA/CA, the packet transmission probability is set to
p = 0.03. Assuming a PHY layer data rate of 11 Mb/s (see
Fig. 2), we consider three packet sizes for WLAN, i.e., 500 B
(TW = 538 μs), 1400 B (TW = 1193 μs), and 2300 B (TW =
1847 μs). Where the effect of different WLAN packet sizes
is not considered in the plots, the medium-sized PHY layer
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TABLE I
PARAMETER DEFINITIONS AND VALUES

packet length of TW = 1193 μs is used. For BT, unless stated
otherwise, equal arrival probabilities for each of the three
packet (DH1/3/5) types are assumed. Furthermore, to obtain the
numerical throughput curves, up to 1000 terms have been used
in the infinite summations of (6) and (7), after which, the series
converges for any value of g.

Fig. 8 plots the throughput degradation in CSMA as a func-
tion of the number of collocated BT piconets N . A fixed value
for the CSMA’s packet generation probability is considered,
which is set to g = 0.1. The throughput curves are plotted for
different number of contending WLAN users, i.e., M = 5, 25,
and 50.

In Fig. 8(a), which plots throughput values for 100% traffic
(ρ0 = 0) in each BT piconet, we observe that the normalized
CSMA channel throughput S decays with an increasing number
of BT piconets and reduces to approximately zero for N = 10.
Even for a saturated BT traffic load, due to BT frequency hop-
ping, there will always be a number of successfully transmitted
WLAN packets for a small number of interfering piconets.
However, this probability of success decreases as the number of
BT piconets increases. Note that due to independent frequency-
hopping patterns in individual BT piconets, an increase in the
value of N lowers the probability that none of the BT piconets
will hop in the frequency band used by the WLAN network.
Nevertheless, for large values of N , there is a small probability
for a successful WLAN packet transmission that approaches
zero as N grows even larger.

In addition, Fig. 8(a) conveys that one collocated BT piconet
can create more degradation to the WLAN channel throughput

than the addition of a considerable number of WLAN terminals.
For instance, in a WLAN network with five terminals and
no external BT interference, the addition of 20 more WLAN
terminals reduces the normalized channel throughput by ap-
proximately 21% (S is reduced from 0.85 to 0.67), whereas
the addition of only one BT piconet to the system degrades
the CSMA channel throughput by approximately 42% (S is
reduced from 0.85 to 0.49). This is due to uncoordinated
packet transmissions between the two heterogeneous networks.
A possible remedy, which is akin to adaptive frequency hopping
(AFH) [40], can be employed by the BT piconets to detect the
frequency channels occupied by the WLAN network and avoid
these frequencies in their hopping patterns.

Fig. 8(b) depicts a similar behavior, but with 30% BT traffic
load (ρ0 = 0.7) in each piconet. The presence of idle times
within BT packet transmissions causes a more gradual decrease
in the CSMA’s channel throughput compared with the saturated
case. It is interesting to observe here that it takes approximately
2N number of BT piconets with 30% traffic load to generate
the same degradation as N number of piconets with 100%
traffic load. In other words, for a given WLAN channel
throughput with saturated BT interferers, we can afford twice
the number of BT piconets if they reduce their traffic load by 70%.

Furthermore, we add that the small difference in the numer-
ical and simulation results is due to the assumption of i.i.d. BT
interference for each CSMA packet, which was considered in
the analysis but relaxed in the simulation modeling.

Fig. 9 plots the CSMA throughput as a function of the
offered traffic load G = g · M · TW,N for different values of
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Fig. 8. CSMA throughput as a function of the number of collocated BT
piconets N , WLAN packet size = 1400 B (TW = 1193 μs), g = 0.1, and
p = 0.03. (a) 100% BT traffic load. (b) 30% BT traffic load. M is the total
number of CSMA users.

Fig. 9. CSMA throughput as a function of its offered traffic load G,
WLAN packet size = 1400 B (TW = 1193 μs), p = 0.03, 60% BT piconet
traffic (ρ0 = 0.4), and equal arrivals of DH1/3/5 (ρ1 = ρ3 = ρ5).

Fig. 10. WLAN goodput as a function of its offered traffic load G, M = 25,
and p = 0.03. (a) 100% BT traffic load. (b) 30% BT traffic load. Equal arrivals
of DH1/3/5 are considered (ρ1 = ρ3 = ρ5).

its contending users M and number of interfering piconets N .
For sake of clarity, the simulation results are not plotted. The
graph illustrates that the presence of interfering BT piconets
limits the peak CSMA throughput compared with the N = 0
case. Furthermore, it can again be observed that the presence
of heterogeneous networks is much more catastrophic to the
channel throughput than a considerable increase in the number
of homogenous terminals and/or homogeneous traffic load. The
graph also draws the conclusion that the effect of a higher
number of BT piconets is uniform across all values of G and M .

Next, we focus on the goodput performance of the CSMA
protocol under cochannel interference. From Fig. 2, the to-
tal PHY and MAC overhead can be calculated as TOH =
216.73 μs. Therefore, the CSMA goodput, which is denoted
by Ω, is given as

Ω=11· S ·
(

TW − TOH

TW

)
(in megabits per second) (8)

where S is calculated from (5).
Fig. 10 plots the WLAN goodput Ω as a function of its

traffic load G and different packet lengths TW . Fig. 10(a)
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Fig. 11. WLAN goodput as a function of traffic load in each BT piconet:
M = 5, p = 0.03, g = 0.1, and equal arrivals of DH1/3/5 (ρ1 = ρ3 = ρ5).

shows the results for 100% traffic in each BT piconet, whereas
Fig. 10(b) depicts the performance for 30% traffic in each
piconet. The plots illustrate that, given a certain BT traffic
load and low levels of BT interference (e.g., N = 1), it is
generally advantageous to transmit longer WLAN packets to
achieve a higher goodput across all values of G. However,
for greater BT interference (N = 2 or 3) at a fixed BT traffic
load, there exists an optimal WLAN packet size for a given
value of G. Furthermore, at excessive BT interference levels,
the plots advocate the transmission of shorter WLAN packets to
achieve higher goodput values. This is due to the higher success
probability PS

BT for shorter packet durations of WLAN.
In contrast with Fig. 10, Fig. 11 investigates optimal CSMA

packet transmission strategies in dependency of the traffic load
in each interfering BT piconet. We observe that the choice of
a packet size in WLAN to achieve the maximum throughput
is strongly dependent on the traffic loads in the interfering
BT piconets. Generally, at low BT traffic loads, longer WLAN
packets yield higher goodput values, whereas curves for shorter
WLAN packets (TW = 538 μs) cross over their longer counter
parts and perform better at higher BT traffic loads. However,
the cutoff point where this switch takes place is different for
different number of piconets N . As an example, for N = 2,
TW = 538 μs achieves the highest goodput for BT traffic
load > 45% (ρ0 ≤ 0.55), whereas for N = 3, TW = 538 μs
performs better than other packet lengths for BT traffic loads
> 20% (ρ0 ≤ 0.8).

In Fig. 12, we observe the effect of different packet arrival
models in each BT piconet on the goodput performance of
p-persistent CSMA. The plot shows that a higher proportion
of shorter packets (e.g., DH1) in BT traffic causes more in-
terference and CSMA goodput degradation. This is because
shorter DH1 packets result in a higher probability of collision
to a WLAN packet. However, this effect is not visible for low
BT traffic loads, where all three BT packet arrival models pose
similar interference patterns. Furthermore, we observe that in
the presence of a high number of interfering piconets N = 3,
the different BT packet arrival models pose the same CSMA
goodput performance.

The results in Figs. 10–12 draw the conclusion that in the
presence of BT interference and for a given number of users M ,

Fig. 12. WLAN goodput as a function of traffic load in each BT piconet:
M = 5, p = 0.03, g = 0.1, WLAN packet size = 1400 B (TW = 1193 μs),
and different arrivals of DH1/3/5.

the maximum WLAN goodput Ω can be achieved by optimizing
the WLAN packet size as a function of the interfering BT
piconet traffic load, the packet arrival models in BT piconets,
and its own traffic load G. From a pragmatic point of view, this
is only possible if some means of cooperation exist between the
two systems so that WLAN can import BT traffic information
and use it to optimize its packet sizes.

V. CARRIER-SENSE MULTIPLE-ACCESS/
COLLISION-AVOIDANCE DELAY PERFORMANCE

To calculate the CSMA/CA delay performance, we follow
the methodology proposed by Gkelias et al. in [41]. Specif-
ically, the model in [41] calculates the average end-to-end
packet delay in a p-persistent CSMA/CA network taking into
account packet collisions within the CSMA nodes only. By
integrating the already derived PS

BT into the framework, we
analyze the effect of BT interference on CSMA packet delay
characteristics.

Using the p-persistent CSMA model shown in Fig. 7 and
the same notational descriptions as per [39] and [41], the un-
conditional probability of successful transmission for a specific
user in the absence of any intersystem BT interference has been
derived in [41] and is given as

P (j)
s =

p

1 − (1 − g)XM

∞∑
k=0

(9)

×
{

(1 − p)k − (1 − g)X

[
p(1 − p)k − g(1 − g)k

p − g

]}

·
{

(1 − p)k+1 − p(1 − g)X

×
[
(1 − p)k+1 − (1 − g)k+1

p − g

] }M−1

− pg(1 − g)XM

1 − (1 − g)XM

∞∑
k=1

[
(1 − g)k − (1 − p)k

p − g

]

·
[
p(1 − g)k+1 − g(1 − p)k+1

p − g

]M−1

(10)
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where X = 1 slot for j = 1, and X = (TW,N ) slots for j ≥ 2.
To incorporate the BT interference, we denote the probability
of CSMA packet to be successful in the presence of both
intrasystem (due to channel contention between CSMA users)
and intersystem (due to time and frequency overlapping of BT
packets) interference by P̆s. Thus

P̆ (j)
s = P (j)

s · PS
BT. (11)

Equation (11) gives the probability of a CSMA terminal both
generating and successfully transmitting a packet in the jth
sub(busy)period.

The probability of failure for a specific terminal in the
jth sub(busy)period, given that the terminal has generated a
packet, is given by P

(j)
f = 1 − P̆

(j)
s /1 − P

(j)
e , where P

(j)
e is

the probability of a specific user not having any packet arrivals
during the jth sub(busy)period and is given by [41]

P (j)
e =

1 − (1 − g)X(M−1)

1 − (1 − g)XM
(1 − g)

(
X+ D(j)

a

)
. (12)

Therefore, by considering external BT interference, the cor-
responding probability of failure in the first attempt to access
the channel is rewritten as

Pf =
Ī + D(1)

Ī + B̄

[
1 − P̆

(1)
s

1 − P
(1)
e

]
+

B̄ − D(1)

Ī + B̄

[
1 − P̆

(2)
s

1 − P
(2)
e

]
(13)

where the average delay in the jth sub(busy)period is given
as [39]

D(j) =
a

1 − (1 − g)XM

∞∑
k=1

×
{

(1 − p)k − (1 − g)Xp

[
(1 − p)k − (1 − g)k

p − g

] }M

− a(1 − g)XM

1 − (1 − g)XM

∞∑
k=1

[
p(1 − g)k − g(1 − p)k

p − g

]M

.

(14)

As in [41], the expected normalized (to the packet length)
end-to-end delay from the time a user senses the channel after
generating a packet to the end of its successful transmission is
given by Dend = 1/TW · (L̄ + Dr + TW ), where the equation
for L̄ has been duly formulated therein. For the case of inte-
grating BT interference, the expected normalized delay due to
retransmissions is given by

Dr =
Pf

J̄ P̆
(1)
s

(
TW + Ī + D(1)

)
+

(J̄ − 1)Pf

J̄ P̆
(2)
s

(
TW + D(2)

)
.

(15)

A. Numerical Results

In this section, the results for the derived normalized delay
are presented. The setup for analytical and simulation results is
exactly the same as described in Section IV-A.

Fig. 13 depicts the delay performance of p-persistent CSMA
in the presence of N number of interfering BT piconets.

Fig. 13. Average end-to-end CSMA delay as a function of the number of
collocated BT piconets N , WLAN packet size = 1400 B (TW = 1193 μs),
g = 0.1, and p = 0.03. (a) 100% BT traffic load. (b) 30% BT traffic load.
M is the total number of CSMA users.

Fig. 13(a) and (b) has been plotted for 100% and 30% traffic
load per piconet, respectively. The plots give a quantitative
overview of the effect of BT interference on the end-to-end
packet delay of p-persistent CSMA networks. More specif-
ically, they show that, first, the CSMA’s end-to-end delay
increases with an increasing number of BT networks, and
second, the interference effect becomes more pronounced with
higher traffic in the piconets (ρ0 = 0). For the same number
of piconets, the expected CSMA packet delay is approximately
ten times greater for 100% piconet traffic, as compared with the
30% traffic case.

A more detailed investigation of these two graphs shows that,
in Fig. 13(a), the normalized delay is increased by a factor of
approximately 1.7 (or 70%) for each interfering BT piconet
with 100% traffic load. This factor is the same for different
number of WLAN terminals. It can be observed that the WLAN
system becomes impractical for delay-critical applications in
the presence of even one fully loaded BT piconet (e.g., for a
network of M = 5 WLAN terminals, the normalized delay has
a value of Dend ≈ 11 in the presence of N = 1 BT piconet
with 100% traffic load). However, if the BT piconets are lightly
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Fig. 14. Average end-to-end CSMA delay as a function of traffic load in
each BT piconet: M = 5, p = 0.03, g = 0.1, and equal arrivals of DH1/3/5
(ρ1 = ρ3 = ρ5).

loaded, as can be observed in Fig. 13(b), where 30% BT traffic
load is considered, the normalized delay is increased only by a
factor of 1.2 (or 20%) per interfering BT piconet. In this case,
N ≈ 3 BT piconets are needed to increase the normalized delay
to the same value as in the aforementioned scenario of M = 5
WLAN terminals.

In Fig. 14, we study the WLAN packet delay characteristics
as a function of different packet sizes. The graph shows that
the WLAN delay Dend is expectedly higher for longer packet
lengths for a certain data traffic in BT piconets. The difference
in Dend for various packet lengths gets aggravated for higher
BT traffic load and higher number of BT piconets. This shows
that the choice of WLAN packet size becomes critically impor-
tant for delay-sensitive applications in the presence of a large
number of interfering BT piconets.

It is interesting, however, to compare the results computed
in Fig. 14 with those from Fig. 11, where the WLAN goodput
Ω is depicted. As earlier stated, for the marginal case of only
one BT piconet, i.e., N = 1, longer WLAN packets suffer
from higher delay, albeit the increase is trivial. On the other
hand, as observed in Fig. 11, long and medium WLAN packet
sizes can give around 20% higher goodput, as compared with
shorter packets. However, as the number of interfering piconet
increases, i.e., N = 3, both WLAN goodput and normalized
packet delay are affected in a similar way (particularly when
the BT load is greater than 20%), and shorter WLAN packets
appear to give better performance. Therefore, it is preferable to
use longer WLAN packets in the case of a single BT interfering
piconet and shorter WLAN packets as the number of interfering
piconets increases.

Fig. 15 investigates the CSMA packet delay behavior for
different packet arrival models in interfering BT piconets. The
plot highlights that a higher ratio of smaller packets in BT traffic
(DH1 or DH3) results in increased packet delays in CSMA
due to a higher probability of collision. Under fully loaded BT
traffic conditions, N = 2 BT piconets only transmitting single-
slot DH1 packets cause higher CSMA delays compared with
N = 3 BT piconets transmitting a higher proportion of longer
packets (DH1 : DH3 : DH5 = 1 : 3 : 5). Furthermore, the case

Fig. 15. Average end-to-end CSMA delay as a function of traffic load
in each BT piconet: M = 5, p = 0.03, and g = 0.1, WLAN packet size =
1400 B (TW = 1193 μs), and different arrivals of DH1/3/5.

of DH1 : DH3 : DH5 = 1 : 3 : 5 causes the same WLAN per-
formance as if only DH3 packets were transmitted, which
means that the effects of using short and long BT packets are
canceled out if their ratio is DH1 : DH5 = 1 : 5. Therefore,
longer BT packets should be preferable in such heterogeneous
interference environments (both for WLAN and BT perfor-
mance [9]). However, for the decision of optimum BT packet
size, the channel conditions must also be taken into account
[42], since longer packets are more vulnerable to bit errors. On
the other hand, there are many BT applications with small and
bursty traffic loads where single-slot packets must inevitably
be used, and thus, there is little or no room to design optimal
packet strategies.

VI. CONCLUSION

Passive coexistence is a term used to define the scenario
when the collocated PRNs practice no special measures to
mitigate or cancel the mutual interference but instead simply
operate as they would in an interference-free environment [32].
In such conditions, technologies like BT, which employ FHSS,
provide some resistance against the interference by constantly
hopping to a new frequency channel. However, networks such
as IEEE-802.11-based WLANs, which generally use the same
frequency channel, are more prone to a constant source of
interference.

The work presented in this paper has provided insights into
the passive coexistence behavior of a p-persistent CSMA-based
WLAN, where the performance of a CSMA-based WLAN has
been shown to be severely degraded in the presence of a number
of interfering BT piconets. In particular, the throughput and
delay characteristics of the interfered CSMA-based WLAN
have been analyzed, and results showed that an increase in
BT piconet population causes an exponential decrease in the
performance of the p-persistent CSMA system. Specifically,
for a certain set of CSMA parameters (M = 5, p = 0.03, and
g = 0.1), a 42% reduction in its throughput can be observed in
the presence of just one fully loaded BT piconet. Furthermore,
WLAN has been shown to have a higher packet latency profile
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for more shorter packets in BT traffic, as opposed to a higher
number of interfering BT piconets, but transmitting more longer
packet sizes.

Finally, while applied to specific WLAN and BT settings, our
theoretical analysis facilitates a framework to aid in the design
of future heterogeneous networks in unlicensed spectrum. As
an example, the derived formulas can be used to optimize the
WLAN packet sizes for delay-critical applications in the pres-
ence of BT interference. Moreover, the analysis indicates that
the complexity of the heterogeneous interference environment
(owing to a large number of parameters) demands some level
of intersystem collaboration to achieve high performance in
the victim network. One such form of cooperation can be the
notification to the victim network of the traffic characteris-
tics in the interfering network, and based on this, optimized
scheduling patterns or packet fragmentation policies can be
designed.
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